SA WG2 Temporary Document

Page 1

SA WG2 Meeting #154 meeting
S2-2210481
14th – 18th November, 2022, Toulouse, FR
(revision of S2-220xxxx)
Source:
Samsung
Title:
Conclusion update on KI #4 and #5 
Document for:
Approval

Agenda Item:
9.19.1
Work Item / Release:
FS_XRM / Rel-18
Abstract: This contribution proposes some principles for conclusion on KI #4 and 5.
1.
Introduction
Per LS reply from SA4 some texts are updated(e.g. It is determined that PDU Set size is expressed in bytes. Other N6 protocols are not used for PDU Set identification. Etc).
Further clarifications are done;

- PDU Set SN is included in place of Start PDU and End PDU of the PDU Set; because it is required to distinguish from other sequential PDU Sets and there is possibility that PDUs of adjacent PDU set can be mixed up in disorder. and, it is noted that the PDU Set SN can be smaller than RTP/SRP SN.  t
(in the previous SA2 meeting at the almost last revision PDU Set SN was replaced with PDU Set ID with keeping Start PDU and End PDU of the PDU Set as optional. And so we need PDU Set SN as well as PDU Set ID in order to identify and distinguish a PDU set from the others.)   
- PDU Set Information like PDU Set importance are delivered to RAN via GTP-U header of user plane packet per QoS flow.
2.
Proposal
It is proposed to capture the following changes into TR 23.700-60.
*******Start of 1st change*******
8.4
Conclusions for KI#4 and KI#5
…….

…….

8.4.2
User plane enhancements for supporting PDU Set in downlink

8.4.2.1
PDU Set Information

The following PDU Set related information may be identified by UPF to support PDU Set based handling:

-
PDU Set Identifier; which is used to identify a PDU Set.
-
PDU Set SN.
NOTE 1:
PDU Set SN is used to distinguish from Neighbor PDU Sets in sequence so that the PDU Set SN can be sufficiently small-sized than RTP/SRTP SN. 

-
PDU SN within a PDU Set.
-
Optional, PDU Set Size(expressed in bytes).



-
PDU Set Importance.

8.4.2.2
PDU Set Information identification on UPF and supported N6 protocols

The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.

PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:

-
by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).

Editor's note:
Whether support PDU Set identification information in new RTP is pending to SA WG4 5G_RTP WI.

NOTE:
In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.

-
by UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.

8.4.2.3
Delivering PDU Set Information to RAN

PDU Set Information (listed in clause 8.4.2.1) are informed by UPF to RAN via GTP-U header of user plane packet per QoS flow.


*******End of changes*******[image: image1.png]



�Considering ordering and distinguishment problem of sequential PDU sets, PDU Set SN is more efficient than start/end PDU of the PDU set. 


�Based on LS from SA4(S2-2210181).


�PDU set SN is more efficient than start/end indication of PDU of the PDU set.


�Not sure that GTP-U encapsulation is better approach.


It impacts on application server implementation, which will be different among operators. 





 It would be preferable to have an RTP extended header if the RTP traffic is encrypted so that NAL unit in the payload is not visible. 


�Based on LS from SA4(S2-2210181) all except GTP-U is removed.
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